
Keep Your EBT 
Card and Benefits 
Safe and Secure!

Card skimming can happen anywhere you swipe your EBT card, credit 
or debit cards. Thieves illegally place skimming devices on retailers’ card 
readers. When a card is swiped, the card number and PIN are collected 
by the thieves. This card information can then be used to clone the cards 
and make online purchases – often from out of state.

Phishing scams involve fake emails, phone calls and text messages 
that appear to be from a trusted source, like DCF. Thieves then trick 
cardholders into providing confidential card information.

Visit ebtedge.com 
and protect your 
card today!

Protect Your EBT Benefits
Help protect your Food Assistance (SNAP), SUN Bucks, TANF Cash Assistance and Child Care Assistance 
benefits by using the free ebtEDGE mobile app or ebtedge.com. Connect your EBT card to the app or 
website by accessing the cardholder portal and clicking Add Account. Then click on the Kansas Benefits 
Card icon on the home dashboard to:
• Regularly monitor your account.
• Click Freeze My Card to freeze your EBT card when you’re not using it.
• Click Protect My Account to block all out-of-state and online purchases.
• Click PIN Select to regularly change your PIN.

The ebtEDGE mobile app is available to download in the Apple App Store (iOS) and Google Play (Android).

If you believe your benefits have been stolen, request a new card by calling ebtEDGE 
Customer Service at 1.800.997.6666, going to ebtedge.com or by using the ebtEDGE app.

Stay Aware!
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